rocycnyru

Co3pnaHuMe opraHM3alyuMen 3anpoca Ha BbiNyCK
OV-ceptudukara c anroputmamm wmndgposaHua NOCT

1. Co3paiTe KOHUIrypaumoHHbI darin mydomain.cnf 1 3anonHMTE ero cornacHo nNpuMepy:
openssl_conf = openssl_init

[ openssl_init ]
oid_section = new_oids
stbl_section = stable_section

[ new_oids ]
INNLE = 1.2.643.100.4

[ req ]

distinguished_name = req_distinguished_name
reg_extensions = v3_req

x509_extensions = v3_req

prompt = no

string_mask = utf8only

utf8 = yes

[ req_distinguished_name ]

CN = mydomain.ru

O = HaumeHoBaHWe opraHusaumm
C=RU

ST = 77 r.Mocksa

L = r. MockBa

streetAddress = yn. MNpumepHas, 4. 1
INNLE = 1234567890

OGRN = 1234567890123

[ v3_req ]

keyUsage = digitalSignature, keyEncipherment, keyAgreement
extendedKeyUsage = serverAuth, clientAuth

subjectAltName = DNS:mydomain.ru

certificatePolicies = 1.2.643.2.25.1.14.2, 1.2.643.100.113.1,
1.2.643.100.113.2, 1.2.643.100.113.3, 1.2.643.100.113.4,
1.2.643.100.113.5

subjectSignTool = HSM

[ stable_section ]
INNLE = min:10,max:10,mask:NUMERICSTRING,flags:nomask
OGRN = min:13,max:13,mask:NUMERICSTRING, flags:nomask

2. 3aMeHuTe 3HauyeHus BHyTpu daina Ha Balu:

— C — ABYXCMMBOSbHbIM KOA CTpaHbl cornacHo MOCTy 7.67-2003, ans Poccun — RU

— ST — ABYXCUMBOJIbHbIN KOA M HauMeHoBaHMe cybbekTa PO no agpecy permcrpaunm
opraHusaumu. [lonyckaercs 3anonHeHne NaTUHCKMMN Unu pyccknmmn Gyksamu. Mpumepsl
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BepHbIX 3anmcen: 55 Murmansk region, 22 Altai Territory, 55 MypmaHckasi 06nacTb,
22 AnTanckumn Kpam

— L — HaMMeHoBaHWe HacenéHHOro NyHKTa no agpecy perucrpauumn opraHnsauuu.
JlonyckaeTcs 3ano/IHEHNE NAaTUHCKUMKU UK pyCCKUMK BykBaMu. MprMepbl BEPHbIX 3aMuUCeit:
Moscow, r. MockBa

— streetAddress — agpec MecTa perucTpaunv opraHmMsauny, BKIKOYas HAMMEHOBaHUE YL,
HOMep AOMa, Kopryca, CTPOeHUsl, KBApTUPbl, NoMelleHusl. [onycKkaeTcs 3anonHeHne
NaTUHCKMMK UK pycckummn BykBamu. Mpumepbl BepHbIX 3anmncent: Primernaya street, building
1, yn. NpumepHasg, 4. 1

— O — odmumanbHOe Ha3BaHWe opraHu3aumn. [lonyckaeTcsl 3anosHeHNE NAaTUHCKUMKU UMK
pycckumm 6ykBamu. MpuMepbl BepHbIX 3anucen: Test Organization, HaumeHoBaHue
opraHusaumm

— INNLE — WHH opraHu3aumun, ykasaHHbii B eé npodune Ha Mocycnyrax. Coctout 13
10 undp
— OGRN — OI'PH opraHu3aumu, ykasaHHbI B eé npodune Ha Focycnyrax. CoctouT us
13 undp

— CN — nMsa goMeHa, Ha KoTopbli odopmnsieTca TLS-cepTudukaT, Hanpumep mydomain.ru.
NS LOMEHHbIX UMEH, COCTOSLLUMX U3 PYCCKUX BYKB, YKaXXWUTE 3HaYeHne, KOHBEPTMPOBAHHOE
C MOMOLLbIO MeToaa punycode, HanpuMep xn--jlail.xn-- plai

— keyUsage — paclumpeHue, onpegensiollee HazHayeHne knova. B 3anpoce obs3atenbHO
[I0/DKHbI MPUCYTCTBOBaTb 3HaveHus digitalSignature, keyEncipherment n keyAgreement,
WHbIE He OMYCKaloTCA

— extendedKeyUsage — pacwmpeHne, onpeaensiollee paclumpeHHoe Ha3HayeHve kioya. B
3anpoce 0bs3aTenbHO AO/MKHbI NPUCYTCTBOBATh 3HadeHus serverAuth u clientAuth, nHble He
[OMyCKaTCs

— subjectAltName — paclumpenue, onpeaensiollee anbTepHaTUBHOE UMS cybbekTa — DNS-
nmsi. B 3anpoce 06s13aTenbHO A0MKHO ObITh YKa3aHO XOTS H6bl 0AHO 3HaYEHWE pacCLUMpeHuns,
onpegensiollee anbTepHaTMBHOE UMs cybbekTa — DNS-uMs, paBHOe ykazaHHoMy B CN.
3Ha4veHus Tuna WildCard gonyckatoTcs ToNbKO 06pa3oBaHHbIE OT OCHOBHOIO AOMEHHOMO
nMeHu, ykasaHHoro B CN (*.mydomain.ru). Jonyckaetcs 4o 99 anbTepHaTUBHbLIX UMEH
cybbekTa. MpuMepbl BepHbIX 3anuncen: DNS:*.mydomain.ru, DNS:www.mydomain.ru

— certificatePolicies — nonMTuKKN, B COOTBETCTBUM C KOTOPbLIMMU AO/MKEH UCMONb30BaTHCS
ceptudukaT. B 3anpoce obsi3aTenbHO Ao/mkHa 6bITh Yka3aHa nonutuka 1.2.643.2.25.1.14.2
1 Nobble KOMOMHAUMKM NONMTUK B 3aBUCMMOCTU OT KJlacca CpeacTBa KpunTorpaduyeckom
3awmTbl MHopmauumn (CK3WM): CK3WM knacca KC1 — 1.2.643.2.25.1.14.2, 1.2.643.100.113.1,
CK3M knacca KC2 — 1.2.643.2.25.1.14.2, 1.2.643.100.113.1, 1.2.643.100.113.2, CK3/
knacca KC3 — 1.2.643.2.25.1.14.2, 1.2.643.100.113.1, 1.2.643.100.113.2,
1.2.643.100.113.3, CK3U knacca KB1 — 1.2.643.2.25.1.14.2, 1.2.643.100.113.1,
1.2.643.100.113.2, 1.2.643.100.113.3, 1.2.643.100.113.4, CK3M knacca KB2 —
1.2.643.2.25.1.14.2, 1.2.643.100.113.1, 1.2.643.100.113.2, 1.2.643.100.113.3,
1.2.643.100.113.4, 1.2.643.100.113.5

— subjectSignTool — CK3W Bnagenbua ceptudmkaTta

3. YcraHoBuTe npunoxeHne OpenSSL, nakeT gost-engine n OTKPONTE KOMaHAHYHO CTPOKY
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4.

[lns co3aaHus 3anpoca B KOMaHAHOW CTPoke BBeAUTe koMaHay: $ openssl req -out
mydomain.p10 -outform DER -new -newkey gost2012_512 -pkeyopt paramset:A -nodes -
keyout newkey.key -config mydomain.cnf

3aMeHuTe 3Ha4YeHUs BHYTPWU KOMaHZAbl Ha Ballw:

— mydomain.p10 — unMs aina 3anpoca, KOTopbI ByaeT co3aaH Npy BbIMOTHEHUM KOMAHAbI
n3n. 4

— newkey.key — umMs charina 3akpbITOro Knto4a, KOTOpbI ByaeT co3aaH Npu BbINOIHEHWUM
KOMaHAbl 13 n. 4

— gost2012_512 — anroputM C ANIMHOW 3aKpbITOro Ktoya. B koMaHae 06s3aTenbHO AO/MKEH
6bITb yKa3zaH nobon us anropntmoB: gost2012_256 — cooTBeTCTBYeT naeHtTudmkatopy id-
tc26-gost3410-12-256 ans anroputMma nognucm MOCT P 34.10-2012 ¢ knto4om 256 6ur,
gost2012_512 — cootBeTcTBYET id-tc26-gost3410-12-512 ans anroputMa noanucm MOCT P
34.10-2012 c kntoyom 512 6ut

— pkeyopt paramset — Habop napaMeTpoB 3aKpbITOro Ktoya. B koMaHae obs3aTensHO
AO/MKEH ObITb YKa3aH Ntobol M3 NapaMeTpPoB B 3aBUCMMOCTM OT anroputMa C A/IMHON
3aKpbITOro kntoya: ans gost2012_256 — XA, kotopbiii cooTBeTcTBYeT id-GostR3410-2001-
CryptoPro-XchA-ParamSet, gna gost2012_512 — A cootBeTcTBYET id-tc26-gost-3410-12-512-
paramSetA, B cootBeTcTBYET id-tc26-gost-3410-12-512-paramSetB

administrator@astra:~$% openssl req -out mydomain.pl@ -outform DER -new -newke
y gost2812_512 -pkeyopt paramset:A -nodes -keyout newkey.key -config mydomain
.cnf

Generating a GOST2B812_512 private keu
writing new private key to 'newkeu.key'

MpoBepbTe Co34aHHbIN 3anpocC C NOMOLLbI0 KoMaHAabl: $ openssl req -in mydomain.p10 -
inform DER -noout -text -nameopt utf8 -config mydomain.cnf

administrator@astra:~$ openssl reg -in mydomain.pl® -inform DER -noout -text
-nameopt utf8 -config muydomain.cnf
Certificate Request:
Data:
Version: 1 (Bx8)

Subject: CN=mudomain.ru, 0=HaumeHoBanue opraduzauuu, C=RU, ST=77 r.Mo
ckBa, L=r. MockBa, street=yn. MpumepHasa, g. 1, INNLE=12345678968, 0OGRN=1234567
8968123

Subject Public Key Info:
Public Key RAlgorithm: GOST R 34.18-2812 with 512 bit modulus




